![Permission Memo](data:image/gif;base64,R0lGODlh2wEtAPcAAAAAAJmZmczMmf///wICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAiH5BAAAAAAALAAAAADbAS0AhwAAAJmZmczMmf///wICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgj+AAMIHEiwoMGDCBMqXMiwocOHECNKnEixosWLGDNq3Mixo0eFAEKKHEmypMmTKFOqXMmypcuXMGPKnEmzps2bOHPq3Mmzp8oBQIMKHUq0qNGjSJMqXcq0qdOnUKNKnUq1qtWrWLNq3crVaMgBAsKKHUu2rNmzaNOqXcu2rdu3cOPKnUu3rt27ePPq3cu3b9kAX/0KHky4sOHDiBMrXsx4MGAAYBtLnky5suXLmDNXfhxZs+fPoEOLHk0aL+fSqFOrXs26dd/TrmPLnk27tmfYtnPr3s2791vcvoMLH05cNfDiyJMrX374OPPn0KNLV+t8uvXr2IlXz8435WWRfcH+KyZpljz34tvP511ZWfxe94jNk5WvPnj6+nbZU4a/PuTikvPRhx9v9w04F38CjGRgXACO1eCCuxUI4VsIJuifgwoGCICFG3LIYYcflsXfgxhmWGJ5Jp4Y4lrgXSiWfwgK6KGJKWro4oR6SYgjWxXCZ5KN4qH04Y0evnhSiSSOeCSSJJ7VootPghjWj0wq2OSQNe5Il45aptUjlEtO2SBMKhYpJog+3pimkEayiVaUbZqJ5ZotVSljl3BxiSeKUp7ZIY1qKgnmoGUKeqaGcbaJJp2KqhXkoof6maiklMoJKJF7/hZYpgyqNGmkcoJqaaCLVjjkm4P2eSmiXl4Ip5n+hoq6ZqNIchqXnrb6SaWuD8ZIapmw7sorpu59WSqrqP4Jo6up7jrrpMbmqilk0rrlnZ2rIjuqlHTS52awfYIaa7KHPlpqmM+Ki2mo1aKFa66mAsuniL9+amyWzhJK77Hy7mukhdCuC2y60ba71ru2xvvpvNqmy26tThabqo0LKwyuvg8PXO+KtBqcFsKcWiwrxvZuDC6r4zJaaagWS+yyxvyOzK3L4Xr816Y2R1zzvkkSa7LDBG/cbc+qChzwy4p6+zOpYeZsFsiZijzszOECvbSw3wra5Lg6wwyk1VR/LbXHUO859qnayuw1kDr7XPOdXDOsNtsNm5y00wfjjPdo3nyjp3ffgAeeW9mCF264ZYQfrvjiiCXO+OOQ7+V45JRXfuvflmeuueSYb+7555dTC/ropLc1eemoK3566qwHvnrrsOPN2Ue012777bjnrvvuvPfuu+0+BS/88MQXb/zxyCev/PLHBwQAOw==)

**[Insert Your Organization Logo]**

**Memorandum for File**

**Subject:**Vulnerability Assessment and Penetration Testing Authorization

**Date:** MMDDYY

To properly secure this organization's information technology assets, the information security team is required to  assess our security stance periodically by conducting vulnerability assessments and penetration testing.  These activities involve scanning our desktops, laptops, servers, network elements, and other computer systems owned by this organization on a regular, periodic basis to discover vulnerabilities present on these systems.  Only with knowledge of these vulnerabilities can our organization apply security fixes or other compensating controls to improve the security of our environment.

The purpose of this memo is to grant authorization to specific members of our information security team to conduct vulnerability assessments and penetration tests against this organization's assets.  To that end, the undersigned attests to the following:

1) [Insert name of tester], [Insert name of tester], and [Insert name of tester] have permission to scan the organization's computer equipment to find vulnerabilities.  This permission is granted for from [insert start date] until [insert end date].

2) [Insert name of approver] has the authority to grant this permission for testing the organization's Information Technology assets.

[Insert additional permissions and/or restrictions if appropriate.]

Signature:  \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_     Signature:  \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

[Name of Approver]                                           [Name of Test Team Lead]

[Title of Approver]                                              [Title of Test Team Lead]

Date: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_                Date: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_